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1.0 Introduction

Computer Sciences Raytheon, a Joint Venture (“CSR,” “the Contractor”) is committed to avoiding or mitigating any actual or potential Organizational Conflicts of Interest (“OCI”) and protecting proprietary information in its performance of US Government contracts. 

This Organizational Conflict of Interest Risk Mitigation Plan (the “Plan”) has been established to document the CSR policy and procedures that will be utilized during the performance of the Range Technical Services Contract (“RTSC,” “the Contract”) to accomplish the following objectives: 

· Identify and respond to actual or potential occasions where OCIs are encountered

· Limit access to and use of non-public information regarding the Government’s Project plans and actual or anticipated resources and Government information or data that has not been released or otherwise made available to the public

· Protect proprietary information that may necessarily be disclosed to the Contractor to accomplish performance under the Contract

· Prevent the existence of conflicting roles that might bias the Contractor’s judgment

· Prevent unfair competitive advantage.

2.0 Scope

The OCI rules, procedures, and responsibilities, as described in Federal Acquisition Regulation Subpart 9.5, are applicable to the Contract and shall also be included in any resulting subcontracts. 

The procedures set forth herein will be utilized to identify, address, and provide mitigation concerning any actual or potential conflict of interest involving the Contractor, its affiliates, or their successors-in-interest (hereafter collectively referred to as “Contractor”), subcontractors, co-sponsor, joint venture, consultants, or any other entity functioning in a similar capacity. 

The general rules in FAR 9.505-1 through 9.505-4 are particularly relevant to the Contract. In addition, the Contractor shall apply the restrictions described in section H-909 of the Contract in performing services required under the Contract. These provisions are incorporated into this Plan as Attachments A and B.

3.0 OCI Definition

Organizational conflict of interest means that because of other activities or relationships with other persons, a person is unable or potentially unable to render impartial assistance or advice to the Government, or the person’s objectivity in performing the contract work is or might be otherwise impaired, or a person has an unfair competitive advantage. (Reference Attachment A FAR 9.501 Definitions effective 10/22/90)

4.0 OCI Screening and Mitigation Plans

4.1 OCI Screening of Contract Requirements

The Project Manager and the Contract Manager for the RTSC (“the Project Management Office”) are responsible for ensuring that any contract effort that may present an actual or potential organizational conflict of interest to the Contractor, its affiliates or subcontractors is identified and evaluated. The Project Management Office shall conduct an OCI screening/review of each Contract tasking or Work Order to identify the existence of any categories of OCI concerns as set forth below. The Project Management Office is responsible for ensuring that common sense, good judgment, and sound discretion is exercised in conducting the OCI screening process and in developing appropriate OCI mitigation actions. (Reference Attachment C—OCI Screening Flowchart)

The list that follows includes categories of Contract requirements that involve actual or potential OCI concerns: 

· Requirements to prepare and furnish complete specifications covering non-developmental items to be used in a competitive acquisition of equipment or services that the Contractor, an affiliate, or a subcontractor is likely to be interested in proposing to furnish

· Requirements associated with testing, evaluation, and acceptance of equipment or other products that were furnished by Contractor affiliates;

· Requirements that directly interface with contract activities performed by Contractor affiliates

· Requirements that may involve the technical evaluation of other contractor’s proposals or products

· Other requirements that involve actual or potential organizational conflicts of interest.

If appropriate, the screening process shall include conducting a survey of affiliates of the Contractor and/or of subcontractors in order to solicit additional information to determine whether a particular Contract requirement involves an OCI. (Reference Attachment D—Organizational Conflict of Interest Survey form)

4.2 OCI Exceptions

The terms of FAR 9.5, particularly FAR 9.505-2 (Preparing Specifications or Work Statements, effective 1/1/97), contain several OCI exception rules. As part of the OCI screening process, the Project Management Office shall determine whether the exception rules apply to any particular contract requirement. If these exception rules apply, then the Project Management Office will conclude that the Contract requirement does not present an OCI. 

FAR 9.505-2 includes the following exception rules that are relevant to the RTS Contract (this is not an exclusive listing): 

· A contractor may prepare and furnish complete specifications covering non-developmental items, and is allowed to furnish these items, either as a prime contractor or as a subcontractor, provided that the items are not obtained through a competitive acquisition
· A contractor may prepare, or assist in preparing, a work statement to be used in acquiring a system or services, and the contractor may provide material relating to such a work statement and may supply the system, major components of the system, or the services provided that it is the sole source.
4.3 OCI Notice and Mitigation Plan Submittals

The Project Management Office shall provide prompt written notice to the Contracting Officer following the identification of an actual or potential conflict of interest. The notice shall include descriptions of the conflict, and the actions proposed to avoid or mitigate such conflict(s). The tasking or Work Order and the proposed mitigating actions will be evaluated with the Contracting Officer to determine the most appropriate method to mitigate the conflict. If necessary to ensure confidentially is strictly enforced throughout the process, an ethical wall will be created, wherein employees having privy to sensitive information are identified and isolated. Also, the Contracting Officer may direct additional measures that will be put in place to ensure the segregation of the performance of the tasking and the distribution of proprietary data relating to the tasking from other Contractor activities. Alternately, the Contracting Officer may direct that an alternate source of qualified resources be identified and utilized to perform the requirement and thereby eliminate the OCI. 

Upon Contracting Officer approval of a specific OCI Risk Mitigation Plan, the Contractor shall commence work in accordance with the tasking and the corresponding risk mitigation plan. 

If the Contracting Officer determines that a specific OCI Risk Mitigation Plan does not sufficiently neutralize or avoid potential conflicts to a level it considers acceptable, then CSR will revise and resubmit the plan to the Air Force. 

5.0 RTS/SLRS Contract Interfaces

5.1 CSR Organizational Structure and Separation

As of the date of the initial submittal of this plan (May 24, 1999) to the 45th Space Wing, CSR, RTS Contractor, fully intends to pursue the follow-on RTSC Program acquisition. As will be discussed below in further detail, CSR is a Joint Venture of Computer Sciences Corporation (CSC) and Raytheon Technical Services Company in which CSC is the managing partner. The policies and practices that CSR follows are, in most cases, CSC originated. The Code of Ethics cited below is an example of a CSC policy transferred to and implemented by CSR. The CSR chief executive is designated by CSR.

Raytheon Technical Services Company intends to pursue the US Air Force Spacelift Range Systems (SLRS) Program acquisition as the lead and prime contractor. The SLRS chief executive would be designated by Raytheon. CSC may perform in a subcontractor role in the SLRS program.

It is anticipated that the interface and exchange of requirements between RTSC and SLRS will, through the cognizant U.S. Air Force contracting organizations, predominantly occur on a sole source basis. Therefore, there is not an inherent organizational conflict of interest, as defined in FAR 9.501, for affiliates to perform both contracts.

CSR does, however recognize the Government’s concern regarding RTSC contractor objectivity in the performance of selected RTSC work requirements. The 45th Space Wing wants to have “an adequate check and balance to ensure that the entity that is designing equipment or providing engineering recommendations is not also recommending approval/acceptance of that equipment or engineering recommendations.” The balance of this mitigation plan has been prepared to respond to this concern.

5.2 Defined and Regulated RTS/SLRS Interfaces

As can be seen on the Attachment E diagram, the range systems life-cycle involves a closed loop flow path that simplifies, to some extent, the RTS/SLRS interfaces. The AFSPC/45 SW RTSC mission work requirements include requirement development, design and test surveillance, and acceptance processing. The AFMC/SMC SLRS work requirements involve developing detailed specifications, designs, tests, and test plans, and conducting unit and DT&E tests and demonstrations. Consequently, there are two major interfaces associated with the inflow to SLRS of functional requirements and the outflow from SLRS of ER instrumentation systems for Operational Test and Evaluation (OT&E)/operational deployment. In both instances, the interfaces between the distinctly separate RTSC and SLRS organizations are rigorously defined. These interfaces include, but are not limited to, formal lines of communication for authorization of performance requirements; and for delivery of products, defined work flow processes and control boards that Government personnel chair. Information and items do not flow through these interfaces without control board approval. 

5.3 Independence and Objectivity

A final and third area of interest relating to the RTS/SLRS relationship is maintaining objectivity in the various assessment, evaluation, recommendation, and acceptance processes that are part of the testing work requirements. To ensure maximum independence and objectivity in performing and determining tests and test results, CSR will subcontract all the RTSC OT&E work requirements to an independent third party enterprise. This subcontractor will have as its only business relationship with CSR, and its parents, affiliates, or subsidiaries, the role of OT&E subcontractor. The subcontractors’ fee or profit will not be predicated on CSR performance or earned fee evaluations. In this way, the subcontractor can perform the OT&E functions with full objectivity. Their assessment findings and acceptance recommendations shall be based solely on the objective, factual evaluations, and tests that are conducted. No other considerations will be allowed to influence their work.

In the section that follows, CSR has attempted to identify areas of the RTSC Representative Work Statement (RWS) that pose the potential of a perceived conflict and provide a practical, workable means of mitigating that perceived conflict.

6.0 OCI Risk Mitigation Procedures

As the RTS contractor, CSR has and will take a variety of the following actions to avoid, neutralize, eliminate, or mitigate actual or perceived OCI situations. 

6.1 Organizational Separation—Project Management

Computer Sciences Corporation is and will continue to be the managing partner of the CSR Joint Venture. The CSR senior executive is designated by CSC from among qualified, senior CSC employees. Raytheon Technical Services Company will be the prime contractor for the SLRS Program. The SLRS senior executive will be a Raytheon Technical Services Company employee. These two senior executives have no common reporting relationship or accountabilities. These separate organizational structures will be maintained for the full performance periods of the two contracts, thereby assuring the Government the kind of unbiased objectivity noted in Section H-909(a)(1).

6.2 Organizational Separation—Employment

Personnel working on the RTSC Project will be CSR employees. Personnel working on the SLRS contract will be either Raytheon or CSC employees. The managers, professionals, and technicians employed by these three distinct entities share no common employment or reporting relationships, and work independent of each other, further ensuring CSR’s unbiased objectivity as contemplated in Section H-909(a)(1).

6.3 Inherently Governmental Functions

CSR, CSC, and Raytheon will ensure that contractor employees do not perform inherently governmental functions such as policy decisions or resource commitments. While contractor employees may prepare recommendations for Government approval processing, they will not exercise final decision authority. The formal Government review and approval process for authorization of specific requirements further ensures unbiased objectivity.

6.4 Physical Separation of Affiliates Work Sites

The work locations for the RTSC and SLRS contracts are physically separated from one another, reducing the likelihood of informal exchange of information. This separation will be maintained and enforced by CSR, CSC and Raytheon during the RTSC and SLRS performance periods. This separation further minimizes and mitigates the possibility of an unfair competitive advantage, as is noted in Section H-909(a)(2)

6.5 Restrictions on Release of Information

All employees of CSR, CSC, and Raytheon execute written acceptance of employer policies that prohibit disclosure of client or company information to any parties not entitled to possess such information. In addition, all employees agree, as a condition of employment, to abide by a written Code of Ethics and Standards of Conduct that prohibit disclosure of company or client information (see Attachment F). Penalties for violation of these agreements are severe. Copies of these codes, standards, and agreements have been included in the attachments to this plan. These restrictions further limit the access to source selection sensitive or proprietary information as described in Section H-909(a)(3).

6.6 Nondisclosure Agreements with Affiliates and Associates

CSR, CSC, and Raytheon have or will have written Associate Contractor Agreements that prohibit disclosure of Government, company, and third party proprietary information, and require that both parties exert maximum effort to protect private, sensitive, and proprietary information from inadvertent or intentional disclosure (see Attachment G). These agreements serve to further minimize the possibility of an unfair competitive advantage in the manner of Section H-909(a)(2) & (3).

6.7 Defined and Regulated Interfaces

The interfaces between the RTSC and SLRS contracts will be rigorously defined and specified. Requirements, Test Results, and Acceptance decisions will be based solely on information that flows through these defined interfaces. No other, less formal data will influence the decisions and recommendations made. CSR, CSC, and Raytheon will diligently enforce the defined interface requirements, and ensure that all employees comply with these interfaces. These regulated interfaces further ensure the unbiased objectivity described in Section H-909(a)(1).

6.8 Restrictions on Communication and Work Assignment

CSR will selectively impose restrictions on communications and work assignments for those employees who perform the RWS functions referred to below that we believe have the potential for OCIs. Employees may be restricted from communicating with outside groups, or prohibited from participating in any competitive procurement activities. Such restrictions would preclude these employees from participating in competitive proposal efforts. Such restrictions will be in effect as long as the Government procurement is pending, prior to an award or official cessation, thereby further ensuring that no unfair competitive advantage accrues to any party, as is defined in Section H-909(a(2) & (3)). 

6.9 Restrictions on Work Location and Assignment

CSR will selectively impose restrictions on the temporary transfer of employees from groups responsible for requirement development, test surveillance, and acceptance processing to areas where work requirements pose an actual or potential OCI. Such restrictions would obviate the possibility of inadvertent disclosure of sensitive data, thereby further protecting sensitive information as found in H-909(a)(2).

6.10 Clear and Continuous Customer Visibility

CSR, CSC, and Raytheon will ensure that both Air Force contracting organizations have continuous, accurate, and full visibility into the OCI Risk Mitigation Plan and Program, its implementation status, the existence of any restrictions and to whom they apply, and any other concerns relating to OCI matters. In this way, the Government will receive a continuous flow of useful OCI related information and always be aware of issues, status, and solutions.

6.11 Subcontracting Work Requirements that are Potential OCI Issues

CSR shall, with the Government’s prior concurrence, subcontract to fully competent third parties work requirements that present strong potential for conflict of interest. Subcontractors shall have no other business relationship with CSR other than that of a subcontractor, and shall not be affiliates, subsidiaries, or parent organizations. CSR performance shall not be the basis for subcontractor profit or fee.

7.0 Examples of Actual or Potential Conflicts and Mitigation Approaches

This section presents several examples of potential or actual conflicts and identifies the various actions CSR will take to mitigate such conflicts, preserve objectivity, and prevent an unfair competitive advantage from accruing to any party. Where the example scenario relates very closely to RTSC work statement, the RWS paragraph numbers have been cited.

7.1 Requirements to prepare complete specifications and functional requirements to be used in a competitive procurement for equipment or services that an affiliate is interested in proposing to furnish.

RWS References: 5.2.2.7.7 Functional Requirements Documents, 5.2.2.10.1 Functional Requirements Development.

Mitigation Approaches:

· 6.2 Organizational Separation—Employment

· 6.4 Physical Separation of Affiliates

· 6.5 Restrictions on Release of Information

· 6.7 Defined and Regulated Interfaces

· 6.8 Restrictions on Communication and Work Assignment

· 6.10 Clear and Continuous Customer Visibility.

CSR will thereby avoid any unfair competitive advantage as is described in Section H-909(a)(2).

7.2 Requirements associated with testing and evaluating equipment or products that were furnished by a contractor affiliate.

RWS Reference: 5.2.2.7.4 Independent Test Support, 5.2.2.7.5 Test and Acceptance Metrics.

Mitigation Approaches:

· 6.11 Subcontract Work Requirements

· CSR will ensure unbiased objectivity, as required by Section H-909(a)(1).

8.0 Subcontracting

The Contractor shall include (flow-down) the OCI related clauses in the prime Contract to subcontractors at any tier. When appropriate, major subcontractors shall be required to develop and implement their own OCI Mitigation Plan. If the Contractor receives a tasking that creates a potential conflict of interest for a particular subcontractor, then the Contractor will not assign that tasking to the so encumbered subcontractor.

9.0 Corporate Support Resources

Computer Sciences Corporation and Raytheon Technical Services Company, the Joint Venture Partners have also established corporate level OCI advisory resources. When appropriate, these resources shall be made aware of and consulted regarding OCI issues relating to the Contract. A representative of the corporate OCI advisory office will participate in each scheduled CSR Resource Management Board meeting to advise of any OCI matters.

10.0 Government Information and Proprietary Information

Computer Sciences Raytheon, a Joint Venture (CSR the Contractor) is committed to restricting access to and the use of Government Information and protecting proprietary information of others that may necessarily be disclosed by the Government or other Government Contractors in order to accomplish performance under the contract. CSR has procedures (Standards of Conduct) that are in concert with H909, wherein no CSR employee may solicit, obtain source selection information relating to Government procurement, selection plans technical evaluation, cost, price competitive range estimate to complete or use other company’s proprietary materials other than as authorized by CSR. No Contract, Delivery or Task Order under a contract with an OCI clause will be accepted until the impact thereunder is assessed by CSR Contracts and the Project Managers.

Proprietary Information may be provided by the Government or may inadvertently come into the possession of Contractor personnel. In the event that Proprietary Information is deliberately provided by the Government to Contractor personnel, then either the Government, or the Contractor employee receiving such Proprietary Information will so inform the Project Management Office. The proprietary information will then become subject to the procedures and safeguards of this Plan. 

In the event of inadvertent disclosure of proprietary information, the Contractor shall exert all reasonable efforts to compile all originals and all copies of such information, to promptly deliver such information to the Government, and to institute measures to avoid the further disclosure or inadvertent receipt of Proprietary information. 

11.0 Plan Violations—Corrective Actions

The Project Management Office will ensure that employee job assignments do not increase the likelihood of a violation of this Plan. The Project Management Office will initiate prompt and appropriate corrective actions with respect to any violations or suspected violations of this Plan. 

Violations of this Plan and planned corrective actions will be reported promptly in writing to the Contracting Officer. In the case of suspected violations, reasonable time may be taken to investigate and determine whether there is reason to believe a violation has occurred or will likely occur.

Disciplinary action may be initiated against an employee for a violation of this Plan and/or disclosure restriction relating to Government data or proprietary information. A system of graduated disciplinary sanctions will be applied for non-compliance with the provisions of Plan (including failure to report violations). These actions can range from written reprimands for minor violations to discharges for serious and willful violations or for repetitive violations.
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Attachment A
FAR 9.5

Attachment A  -  FAR 9.5

Subpart 9.5 Organizational and Consultant Conflicts of Interest

9.500 -- Scope of Subpart.

This subpart --

(a) Prescribes responsibilities, general rules, and procedures for identifying, evaluating, and

resolving organizational conflicts of interest;

(b) Provides examples to assist contracting officers in applying these rules and procedures to

individual contracting situations; and

(c) Implements section 8141 of the 1989 Department of Defense Appropriation Act, Pub. L.

100-463, 102 Stat. 2270-47 (1988) and Office of Federal Procurement Policy (OFPP) Letter

89-1, Conflict of Interest Policies Applicable to Consultants.

                                     9.501 -- Definitions.

"Marketing consultant" means any independent contractor who furnishes advice, information,

direction, or assistance to an offeror or any other contractor in support of the preparation or

submission of an offer for a Government contract by that offeror. An independent contractor

is not a marketing consultant when rendering --

     (a) Services excluded in Subpart 37.2;

     (b) Routine engineering and technical services (such as installation, operation, or

     maintenance of systems, equipment, software, components, or facilities);

     (c) Routine legal, actuarial, auditing, and accounting services; and

     (d) Training services.

"Organizational conflict of interest" means that because of other activities or relationships with

other persons, a person is unable or potentially unable to render impartial assistance or advice

to the Government, or the person's objectivity in performing the contract work is or might be

otherwise impaired, or a person has an unfair competitive advantage.

                                    9.502 -- Applicability.

(a) This subpart applies to contracts with either profit or nonprofit organizations, including

nonprofit organizations created largely or wholly with Government funds.

(b) The applicability of this subpart is not limited to any particular kind of acquisition.

However, organizational conflicts of interest are more likely to occur in contracts involving --

     (1) Management support services;

     (2) Consultant or other professional services;

     (3) Contractor performance of or assistance in technical evaluations; or

     (4) Systems engineering and technical direction work performed by a contractor that

     does not have overall contractual responsibility for development or production.

(c) An organizational conflict of interest may result when factors create an actual or potential

conflict of interest on an instant contract, or when the nature of the work to be performed on

the instant contract creates an actual or potential conflict of interest on a future acquisition.

In the latter case, some restrictions on future activities of the contractor may be required.

(d) Acquisitions subject to unique agency organizational conflict of interest statutes are

excluded from the requirements of this subpart.

                                      9.503 -- Waiver.

The agency head or a designee may waive any general rule or procedure of this subpart by

determining that its application in a particular situation would not be in the Government's

interest. Any request for waiver must be in writing, shall set forth the extent of the conflict,

and requires approval by the agency head or a designee. Agency heads shall not delegate

waiver authority below the level of head of a contracting activity.

                         9.504 -- Contracting Officer Responsibilities.

(a) Using the general rules, procedures, and examples in this subpart, contracting officers shall

analyze planned acquisitions in order to --

     (1) Identify and evaluate potential organizational conflicts of interest as early in the

     acquisition process as possible; and

     (2) Avoid, neutralize, or mitigate significant potential conflicts before contract award.

(b) Contracting officers should obtain the advice of counsel and the assistance of appropriate

technical specialists in evaluating potential conflicts and in developing any necessary

solicitation provisions and contract clauses (see 9.506).

(c) Before issuing a solicitation for a contract that may involve a significant potential conflict,

the contracting officer shall recommend to the head of the contracting activity a course of

action for resolving the conflict (see 9.506).

(d) In fulfilling their responsibilities for identifying and resolving potential conflicts,

contracting officers should avoid creating unnecessary delays, burdensome information

requirements, and excessive documentation. The contracting officer's judgment need be

formally documented only when a substantive issue concerning potential organizational

conflict of interest exists.

(e) The contracting officer shall award the contract to the apparent successful offeror unless a

conflict of interest is determined to exist that cannot be avoided or mitigated. Before

determining to withhold award based on conflict of interest considerations, the contracting

officer shall notify the contractor, provide the reasons therefor, and allow the contractor a

reasonable opportunity to respond. If the contracting officer finds that it is in the best interest

of the United States to award the contract notwithstanding a conflict of interest, a request for

waiver shall be submitted in accordance with 9.503. The waiver request and decision shall be

included in the contract file.

                                   9.505 -- General Rules.

The general rules in 9.505-1 through 9.505-4 prescribe limitations on contracting as the means

of avoiding, neutralizing, or mitigating organizational conflicts of interest that might

otherwise exist in the stated situations. Some illustrative examples are provided in 9.508.

Conflicts may arise in situations not expressly covered in this section 9.505 or in the examples

in 9.508. Each individual contracting situation should be examined on the basis of its

particular facts and the nature of the proposed contract. The exercise of common sense, good

judgment, and sound discretion is required in both the decision on whether a significant

potential conflict exists and, if it does, the development of an appropriate means for resolving

it. The two underlying principles are --

(a) Preventing the existence of conflicting roles that might bias a contractor's judgment; and

(b) Preventing unfair competitive advantage. In addition to the other situations described in

this subpart, an unfair competitive advantage exists where a contractor competing for award

of any Federal contract possesses --

     (1) Proprietary information (as defined in 3.104-3) that was obtained from a Government

     official without proper authorization; or

     (2) Source selection information (as defined in 3.104-3) that is relevant to the contract

     but is not available to all competitors, and such information would assist that contractor

     in obtaining the contract.

                   9.505-1 -- Providing Systems Engineering and Technical Direction.

(a) A contractor that provides systems engineering and technical direction for a system but

does not have overall contractual responsibility for its development, its integration, assembly,

and checkout, or its production shall not --

     (1) Be awarded a contract to supply the system or any of its major components; or

     (2) Be a subcontractor or consultant to a supplier of the system or any of its major

     components.

(b) Systems engineering includes a combination of substantially all of the following activities:

determining specifications, identifying and resolving interface problems, developing test

requirements, evaluating test data, and supervising design. Technical direction includes a

combination of substantially all of the following activities: developing work statements,

determining parameters, directing other contractors' operations, and resolving technical

controversies. In performing these activities, a contractor occupies a highly influential and

responsible position in determining a system's basic concepts and supervising their execution

by other contractors. Therefore this contractor should not be in a position to make decisions

favoring its own products or capabilities.

                       9.505-2 -- Preparing Specifications or Work Statements.

(a)

     (1) If a contractor prepares and furnishes complete specifications covering

     nondevelopmental items, to be used in a competitive acquisition, that contractor shall

     not be allowed to furnish these items, either as a prime contractor or as a subcontractor,

     for a reasonable period of time including, at least, the duration of the initial production

     contract. This rule shall not apply to --

          (i) Contractors that furnish at Government request specifications or data regarding

          a product they provide, even though the specifications or data may have been paid

          for separately or in the price of the product; or

          (ii) Situations in which contractors, acting as industry representatives, help

          Government agencies prepare, refine, or coordinate specifications, regardless of

          source, provided this assistance is supervised and controlled by Government

          representatives.

     (2) If a single contractor drafts complete specifications for nondevelopmental equipment,

     it should be eliminated for a reasonable time from competition for production based on

     the specifications. This should be done in order to avoid a situation in which the

     contractor could draft specifications favoring its own products or capabilities. In this

     way the Government can be assured of getting unbiased advice as to the content of the

     specifications and can avoid allegations of favoritism in the award of production

     contracts.

     (3) In development work, it is normal to select firms that have done the most advanced

     work in the field. These firms can be expected to design and develop around their own

     prior knowledge. Development contractors can frequently start production earlier and

     more knowledgeably than firms that did not participate in the development, and this can

     affect the time and quality of production, both of which are important to the

     Government. In many instances the Government may have financed the development.

     Thus, while the development contractor has a competitive advantage, it is an

     unavoidable one that is not considered unfair; hence no prohibition should be imposed.

(b)

     (1) If a contractor prepares, or assists in preparing, a work statement to be used in

     competitively acquiring a system or services -- or provides material leading directly,

     predictably, and without delay to such a work statement -- that contractor may not

     supply the system, major components of the system, or the services unless --

          (i) It is the sole source;

          (ii) It has participated in the development and design work; or

          (iii) More than one contractor has been involved in preparing the work statement.

     (2) Agencies should normally prepare their own work statements. When contractor

     assistance is necessary, the contractor might often be in a position to favor its own

     products or capabilities. To overcome the possibility of bias, contractors are prohibited

     from supplying a system or services acquired on the basis of work statements growing

     out of their services, unless excepted in subparagraph (b)(1) of this section.

     (3) For the reasons given in 9.505-2(a)(3), no prohibitions are imposed on development

     and design contractors.

                             9.505-3 -- Providing Evaluation Services.

Contracts for the evaluation of offers for products or services shall not be awarded to a

contractor that will evaluate its own offers for products or services, or those of a competitor,

without proper safeguards to ensure objectivity to protect the Government's interests.

                       9.505-4 -- Obtaining Access to Proprietary Information.

(a) When a contractor requires proprietary information from others to perform a Government

contract and can use the leverage of the contract to obtain it, the contractor may gain an

unfair competitive advantage unless restrictions are imposed. These restrictions protect the

information and encourage companies to provide it when necessary for contract performance.

They are not intended to protect information

     (1) Furnished voluntarily without limitations on its use; or

     (2) Available to the Government or contractor from other sources without restriction.

(b) A contractor that gains access to proprietary information of other companies in

performing advisory and assistance services for the Government must agree with the other

companies to protect their information from unauthorized use or disclosure for as long as it

remains proprietary and refrain from using the information for any purpose other than that

for which it was furnished. The contracting officer shall obtain copies of these agreements and

ensure that they are properly executed.

(c) Contractors also obtain proprietary and source selection information by acquiring the

services of marketing consultants which, if used in connection with an acquisition, may give

the contractor an unfair competitive advantage. Contractors should make inquiries of

marketing consultants to ensure that the marketing consultant has provided no unfair

competitive advantage.

                                     9.506 -- Procedures.

(a) If information concerning prospective contractors is necessary to identify and evaluate

potential organizational conflicts of interest or to develop recommended actions, contracting

officers first should seek the information from within the Government or from other readily

available sources. Government sources include the files and the knowledge of personnel within

the contracting office, other contracting offices, the cognizant contract administration and

audit activities and offices concerned with contract financing. Non-Government sources

include publications and commercial services, such as credit rating services, trade and

financial journals, and business directories and registers.

(b) If the contracting officer decides that a particular acquisition involves a significant

potential organizational conflict of interest, the contracting officer shall, before issuing the

solicitation, submit for approval to the chief of the contracting office (unless a higher level

official is designated by the agency) --

     (1) A written analysis, including a recommended course of action for avoiding,

     neutralizing, or mitigating the conflict, based on the general rules in 9.505 or on another

     basis not expressly stated in that section;

     (2) A draft solicitation provision (see 9.507-1); and

     (3) If appropriate, a proposed contract clause (see 9.507-2).

(c) The approving official shall --

     (1) Review the contracting officer's analysis and recommended course of action,

     including the draft provision and any proposed clause;

     (2) Consider the benefits and detriments to the Government and prospective contractors;

     and

     (3) Approve, modify, or reject the recommendations in writing.

(d) The contracting officer shall --

     (1) Include the approved provision(s) and any approved clause(s) in the solicitation or

     the contract, or both;

     (2) Consider additional information provided by prospective contractors in response to

     the solicitation or during negotiations; and

     (3) Before awarding the contract, resolve the conflict or the potential conflict in a

     manner consistent with the approval or other direction by the head of the contracting

     activity.

(e) If, during the effective period of any restriction (see 9.507), a contracting office transfers

acquisition responsibility for the item or system involved, it shall notify the successor

contracting office of the restriction, and send a copy of the contract under which the

restriction was imposed.

                     9.507 -- Solicitation Provisions and Contract Clause.

                                 9.507-1 -- Solicitation Provisions.

As indicated in the general rules in 9.505, significant potential organizational conflicts of

interest are normally resolved by imposing some restraint, appropriate to the nature of the

conflict, upon the contractor's eligibility for future contracts or subcontracts. Therefore,

affected solicitations shall contain a provision that --

(a) Invites offerors' attention to this subpart;

(b) States the nature of the potential conflict as seen by the contracting officer;

(c) States the nature of the proposed restraint upon future contractor activities; and

(d) Depending on the nature of the acquisition, states whether or not the terms of any

proposed clause and the application of this subpart to the contract are subject to negotiation.

                                   9.507-2 -- Contract Clause.

(a) If, as a condition of award, the contractor's eligibility for future prime contract or

subcontract awards will be restricted or the contractor must agree to some other restraint, the

solicitation shall contain a proposed clause that specifies both the nature and duration of the

proposed restraint. The contracting officer shall include the clause in the contract, first

negotiating the clause's final terms with the successful offeror, if it is appropriate to do so (see

9.506(d) of this subsection).

(b) The restraint imposed by a clause shall be limited to a fixed term of reasonable duration,

sufficient to avoid the circumstance of unfair competitive advantage or potential bias. This

period varies. It might end, for example, when the first production contract using the

contractor's specifications or work statement is awarded, or it might extend through the entire

life of a system for which the contractor has performed systems engineering and technical

direction. In every case, the restriction shall specify termination by a specific date or upon the

occurrence of an identifiable event.

                                     9.508 -- Examples.

The examples in paragraphs (a) through (i) following illustrate situations in which questions

concerning organizational conflicts of interest may arise. They are not all inclusive, but are

intended to help the contracting officer apply the general rules in 9.505 to individual contract

situations.

(a) Company A agrees to provide systems engineering and technical direction for the Navy on

the powerplant for a group of submarines (i.e., turbines, drive shafts, propellers, etc.).

Company A should not be allowed to supply any powerplant components. Company A can,

however, supply components of the submarine unrelated to the powerplant (e.g., fire control,

navigation, etc.). In this example, the system is the powerplant, not the submarine, and the

ban on supplying components is limited to those for the system only.

(b) Company A is the systems engineering and technical direction contractor for system X.

After some progress, but before completion, the system is canceled. Later, system Y is

developed to achieve the same purposes as system X, but in a fundamentally different fashion.

Company B is the systems engineering and technical direction contractor for system Y.

Company A may supply system Y or its components.

(c) Company A develops new electronic equipment and, as a result of this development,

prepares specifications. Company A may supply the equipment.

(d) XYZ Tool Company and PQR Machinery Company, representing the American Tool

Institute, work under Government supervision and control to refine specifications or to clarify

the requirements of a specific acquisition. These companies may supply the item.

(e) Before an acquisition for information technology is conducted, Company A is awarded a

contract to prepare data system specifications and equipment performance criteria to be used

as the basis for the equipment competition. Since the specifications are the basis for selection

of commercial hardware, a potential conflict of interest exists. Company A should be excluded

from the initial follow-on information technology hardware acquisition.

(f) Company A receives a contract to define the detailed performance characteristics an

agency will require for purchasing rocket fuels. Company A has not developed the particular

fuels. When the definition contract is awarded, it is clear to both parties that the agency will

use the performance characteristics arrived at to choose competitively a contractor to develop

or produce the fuels. Company A may not be awarded this follow-on contract.

(g) Company A receives a contract to prepare a detailed plan for scientific and technical

training of an agency's personnel. It suggests a curriculum that the agency endorses and

incorporates in its request for proposals to institutions to establish and conduct the training.

Company A may not be awarded a contract to conduct the training.

(h) Company A is selected to study the use of lasers in communications. The agency intends to

ask that firms doing research in the field make proprietary information available to Company

A. The contract must require Company A to --

     (1) Enter into agreements with these firms to protect any proprietary information they

     provide and

     (2) Refrain from using the information in supplying lasers to the Government or for any

     purpose other than that for which it was intended.

(i) An agency that regulates an industry wishes to develop a system for evaluating and

processing license applications. Contractor X helps develop the system and process the

applications. Contractor X should be prohibited from acting as a consultant to any of the

applicants during its period of performance and for a reasonable period thereafter.














Attachment B
Section H-909

Attachment B  -  Section H-909

H-909
ORGANIZATIONAL CONFLICT OF INTEREST  

(a) Purpose:  The primary purpose of this clause is to aid in ensuring that:


(1)  the contractor’s objectivity and judgement are not biased because of its present or planned interest, which relates to work under this contract;


(2)  the contractor does not obtain unfair competitive advantage by virtue of its access to non-public information regarding the government’s program plans and actual or anticipated resources; and 


(3)  the contractor does not obtain unfair competitive advantage by virtue of its access to proprietary information belonging to others.

(b) Scope:  Organizational Conflict of Interest (OCI) rules, procedures and responsibilities, as described in FAR Subpart 9.5, shall be applicable to this contract and any resulting subcontracts.


(1)  The general rules in FAR 9.505-1 through 9.505-4, and the restrictions described herein, shall apply to performance or participation by the contractor and any of its affiliates or their successors-in-interest (hereafter collectively referred to as “contractor”) in the activities covered by this contract as prime contractor, subcontractor, co-sponsor, joint venture, consultant, or any similar capacity.


(2)  If, after award, the contractor discovers an OCI or potential OCI with respect to this contract, the contractor agrees that a prompt and full disclosure shall be made in writing to the contracting officer, which shall include a description of the contractor actions proposed to avoid or mitigate such conflict(s).  If the proposed contractor actions are acceptable to the contracting officer, the contractor shall modify, if necessary, their OCI plan to incorporate the actions.

(c) Access to and Use of Government Information.  If the contractor, in performance of this contract, obtains access to government information such as plans, policies, reports, studies, financial plans, or data which has not been released or otherwise made available to the public, the contractor agrees that without prior written approval of the contracting officer, it shall not:


(1)  use such information for any private purpose;


(2)  submit an unsolicited proposal to the government based on such information;


(3) release such information.

(d) Access to and Protection of Proprietary Information:  The contractor agrees to treat proprietary data in accordance with the provisions of FAR 9.505-4.  The contractor shall enter into a written agreement for the protection of the proprietary data of others and exercise due diligent effort to protect such proprietary data from unauthorized use or disclosure.

(e) Contractor’s OCI Plan:  The contractor’s OCI plan, which has been submitted and negotiated as part of the contractor’s proposal, shall be incorporated into this contract as an attachment to Section J.

(f) Subcontracts.  The contractor shall include this clause in consulting agreements and subcontracts of any tier.  The terms “contract”, “contractor”, and “contracting officer” shall be appropriately modified to preserve the government’s rights.

(g) Remedies and Waiver.  For breach of any of the above restrictions, or for nondisclosure of misrepresentation of any relevant facts required to be disclosed concerning this contract, the government may terminate this contract for default, disqualify the contractor for subsequent related contractual efforts, and pursue such other remedies as may be permitted by law or this contract.  If, however, in compliance with this clause, the contractor discovers and promptly reports an OCI (or potential thereof) subsequent to contract award, the contracting officer may permit continued performance under the contractor’s proposed plan of mitigation, or terminate this contract for convenience if such termination is deemed to be in the best interests of the government.

(h) Government Indemnity:  The contractor shall hold the government harmless and indemnify the government as to any cost or loss resulting from the unauthorized use or disclosure of third party information data or software by the contractor, its employees, subcontractors or agents.
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Attachment D
Organizational Conflict of Interest Survey (sample form)

Attachment D:  Organizational Conflict of Interest Survey, sample form. 

(Sample OCI Survey transmittal) 

Organization

Computer Sciences Raytheon


Classification





Patrick AFB Florida






Contract Management



File Number


Date


xxxx 
To


Distribution as Noted  

From


xxxxx


Subject

Organizational Conflict of Interest Survey

Enclosed for your review and response is an Organizational Conflict of Interest Survey that relates to the Range Technical Services Contract.  We request that you review the information presented in the survey form and respond to the undersigned regarding the existence of a potential or actual Organizational Conflict of Interest as a result of the nature of the tasking as described and your organization’s business activities. 

Please provide your response to the undersigned not later than _______________.  

If an OCI concern relating to the tasking as described in the attached survey form is identified, then your office will be contacted to coordinate the development of appropriate OCI Risk Mitigation actions. 








xxxxx

Distribution:


xxxxx

xxxxx

xxxxx

xxxxx

(Sample OCI Survey form) 

Organizational Conflict of Interest Survey 

Range Technical Services Contract

Project Name: 

Range Technical Services (“RTS”) Contract 

This Contract / Program involves operations and maintenance of the U.S. Air Force’s Eastern Range systems and facilities including locations at: Cape Canaveral FL, Patrick AFB FL and multiple downrange sites including Antigua, Ascension Island and Nova Scotia. 

Contractor: 


Computer Sciences Raytheon, a Joint Venture 

Customer:  



U.S. Air Force, 45th Space Wing – Patrick AFB, Florida 

Contract (RFP) Number:  
F08650-98-R-0027

Contract Type:  


Cost Plus Award Fee

Estimated Contract Value:  
(TBD)

Project Description and Scope of Work:

A summary of the overall RTS Contract Performance Requirements is attached for information. A description of the specific RTS Contract requirement that is the subject of this survey is presented below.  

Organizational Conflict of Interest Provisions:

The RTS Contract includes the clause H-909 ORGANIZATIONAL CONFLICT OF INTEREST.  A copy of this clause is attached.   

Is there a Potential Organizational Conflict of Interest?

Background:

CSR has determined that the overall RTS Contract performance requirements do not present a broad and inherent conflict of interest based upon a comparison of the general requirements of the RTS Contract and the nature of work performed by affiliated entities. In addition, the physical separation that exists between the CSR organization and the locations of affiliates, and the separation of the CSR management and reporting structure from the corresponding structures of affiliated entities and subcontractors are factors that significantly limit the potential for OCI situations.      

However, given the broad scope of the RTS Contract, there is a potential for specific taskings or performance requirements to involve OCI concerns.  The following tasking has been identified as an  RTS Contract requirement. The Contractor Program Management Office has determined that this tasking could result in an apparent, potential or actual OCI.  

(Insert task description)

What Steps Have Been Taken with the Customer regarding Organizational Conflict of Interest?

An Organizational Conflict of Interest Mitigation Plan is incorporated into the RTS Contract. This Plan identifies the Contractor’s OCI screening and risk mitigation procedures.  

The Plan provides for this OCI Screening Survey to be conducted when appropriate in order to solicit information from affiliates of the Contractor and/or from subcontractors regarding the potential for OCI concerns. 

If a potential or actual Organizational Conflict of Interest is identified then an OCI Risk Mitigation Plan will be developed by the Program Management Office and submitted to the Air Force to document the Contractor’s approach to eliminating, neutralizing of mitigating the OCI. 

How Will OCI be Addressed in the Proposal?

In the event that a potential or actual OCI situation is identified then a OCI Mitigation Plan will be developed and submitted to the U.S. Air Force for review and approval.  

(JAC/RTS/OCI9904A)
RTS Contract Excerpt:

H-909
ORGANIZATIONAL CONFLICT OF INTEREST

(g) Purpose:  The primary purpose of this clause is to aid in ensuring that:


(1)  the contractor’s objectivity and judgement are not biased because of its present or planned interest, which relates to work under this contract;


(2)  the contractor does not obtain unfair competitive advantage by virtue of its access to non-public information regarding the government’s program plans and actual or anticipated resources; and 


(3)  the contractor does not obtain unfair competitive advantage by virtue of its access to proprietary information belonging to others.

(h) Scope:  Organizational Conflict of Interest (OCI) rules, procedures and responsibilities, as described in FAR Subpart 9.5, shall be applicable to this contract and any resulting subcontracts.


(1)  The general rules in FAR 9.505-1 through 9.505-4, and the restrictions described herein, shall apply to performance or participation by the contractor and any of its affiliates or their successors-in-interest (hereafter collectively referred to as “contractor”) in the activities covered by this contract as prime contractor, subcontractor, co-sponsor, joint venture, consultant, or any similar capacity.


(2)  If, after award, the contractor discovers an OCI or potential OCI with respect to this contract, the contractor agrees that a prompt and full disclosure shall be made in writing to the contracting officer, which shall include a description of the contractor actions proposed to avoid or mitigate such conflict(s).  If the proposed contractor actions are acceptable to the contracting officer, the contractor shall modify, if necessary, their OCI plan to incorporate the actions.

(i) Access to and Use of Government Information.  If the contractor, in performance of this contract, obtains access to government information such as plans, policies, reports, studies, financial plans, or data which has not been released or otherwise made available to the public, the contractor agrees that without prior written approval of the contracting officer, it shall not:


(1)  use such information for any private purpose;


(2)  submit an unsolicited proposal to the government based on such information;


(3) release such information.

(j) Access to and Protection of Proprietary Information:  The contractor agrees to treat proprietary data in accordance with the provisions of FAR 9.505-4.  The contractor shall enter into a written agreement for the protection of the proprietary data of others and exercise due diligent effort to protect such proprietary data from unauthorized use or disclosure.

(k) Contractor’s OCI Plan:  The contractor’s OCI plan, which has been submitted and negotiated as part of the contractor’s proposal, shall be incorporated into this contract as an attachment to Section J.

(l) Subcontracts.  The contractor shall include this clause in consulting agreements and subcontracts of any tier.  The terms “contract”, “contractor”, and “contracting officer” shall be appropriately modified to preserve the government’s rights.

(i) Remedies and Waiver.  For breach of any of the above restrictions, or for nondisclosure of misrepresentation of any relevant facts required to be disclosed concerning this contract, the government may terminate this contract for default, disqualify the contractor for subsequent related contractual efforts, and pursue such other remedies as may be permitted by law or this contract.  If, however, in compliance with this clause, the contractor discovers and promptly reports an OCI (or potential thereof) subsequent to contract award, the contracting officer may permit continued performance under the contractor’s proposed plan of mitigation, or terminate this contract for convenience if such termination is deemed to be in the best interests of the government.

(j) Government Indemnity: The contractor shall hold the government harmless and indemnify the government as to any cost or loss resulting from the unauthorized use or disclosure of third party information data or software by the contractor, its employees, subcontractors or agents.

RTS Contract – Performance Requirements Summary:

The following is a summary of the overall RTS Contract Performance Requirements:

The Range Technical Services Contract (RTSC) provides systems, services, and processes to support the 45th Space Wing (45SW) in maintaining its position as the world’s premier gateway to space.  CSR, as the Contractor,  provides comprehensive program management, business and financial management, information systems management and other services to support the operations, maintenance, sustainment and modernization of the systems and facilities that comprise the U.S. Air Force’s Eastern Range (“ER”). 

The Contractor services include the following: 

Provide all management, administration, quality assurance, supervision, labor, transportation, equipment, materials, and supplies, except those designated as Government-furnished. Plan and coordinate range support services and associated contractor support for Eastern Range users.  Provide planning, scheduling, monitoring, and accounting of operations for the Range Support mission on the Eastern Range (ER). Provide instrumentation planning services for all ER operations and off-range resource requirements when the ER is the lead range.  Provide analysis of range user and 45 SW requirements, compare requirements to baseline capability, develop recommended operational scenarios, and identify shortfalls in capability.  Certify to the Government, on a launch-by-launch basis, that the systems required for the respective launch meet documented safety and user requirements.  Provide work management coordination, work control/reporting, and financial accounting for all tasks performed at all ER sites.

Major systems include radar, telemetry, command destruct, communications, weather, data processing and display, timing, and metric optics.  Install and maintain communications-electronic equipment for users at the ER to include US Navy, NASA, and other agencies in accordance with appropriate direction.

Design, engineer, develop, modify, fabricate, install, operate, maintain, sustain hardware and software, and configuration manage communications systems at all ER sites. Operate, establish controls, and perform Precision Measurement Equipment Laboratory (PMEL) services for the 45 SW.

Accomplish facilities management tasks at all ER sites that are contractor occupied under this effort.  

Provide industrial hygiene and health physics services.  Ensure environmental compliance of all activities undertaken through this effort. 

Downrange Services (Antigua AS and Ascension AAF)

Accomplish tasks that include the management, engineering, O&M, repair, and modification of all real property, real property installed equipment, power conditioning, utilities support, and environmental protection necessary for mission accomplishment.  Provide plant engineering services to sustain the infrastructure and facilities.  Provide support activities that include all efforts related to airfield services, vehicle and equipment services, logistical services, medical services, morale, welfare and recreation services, dining/bakery services, and lodging/housekeeping for TDY personnel.
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Range Systems Life Cycle Diagram
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Attachment E. Range Systems Life-Cycle Diagram.














Attachment F
CSC Code of Ethics and Standards of Conduct

ATTACHMENT F – CSC Code of Ethics and Standards of Conduct

Computer Sciences Corporation

Code of Ethics
and
Standards of Conduct

Foreword

The pursuit of technical excellence and the highest standards of professionalism are the hallmarks of Computer Sciences Corporation.  CSC’s Code of Ethics and Standards of Conduct (now in its second edition) confirm the company’s commitment to ethical behavior in the conduct of all CSC’s activities.  We take pride in our dedication to integrity, fairness, and social responsibility.

Every level of management has the responsibility to monitor and vigorously enforce the Code of Ethics and Standards of Conduct.  No one at CSC can ever justify an unethical or illegal action on the basis of following orders, because no one is authorized by the company to give such direction.  We must also be aware of the damage that can result from the appearance of questionable conduct, even if innocent by intent.  We are all held accountable for our actions as individuals and as representatives of the company.

The principles set forth in our Code of Ethics and Standards of Conduct reflect the type of behavior that has helped us earn the respect and success that we enjoy today.  As we target even higher levels of achievement remember that our foundation is based on strict adherence to ethical conduct in our business relationships.  Anything less is unacceptable.

Van B. Honeycutt

President and Chief Executive Officer

Management Principles

The corporate purpose of Computer Sciences Corporation is to be preeminent in the solution of client problems in information systems technology.  This demands that we make an absolute commitment to excellence in our contract performance and products.  We will achieve our purpose by observing these principles.

We commit to client satisfaction as our most important business objective.

We recognize that CSC’s accomplishments are the work of the people who comprise CSC.  We will encourage initiative, recognize individual contribution, treat each person with respect and fairness, and afford ample opportunity of individual growth at CSC.

We in turn will require of our people the highest standards of professionalism and technical competence.

We will maintain the highest standards of ethics and business conduct, and operate at all times within the laws of the United States and all other countries in which we do business.

We will identify and respond aggressively to new opportunities and commit to success in each undertaking.

Finally, our success as a company requires that we achieve profits and growth commensurate with a leadership position in our industry.

Code of Ethics

Stated in their simplest form, CSC’s fundamental ethical principles are:

Each CSC employee is responsible for the propriety and consequences of his or her actions.

Each CSC employee must conduct all aspects of company business in an ethical and strictly legal manner and must obey the laws of the United States and of all localities, states and nations where CSC does business or seeks to do business.

Employee conduct on behalf of the company with customers, suppliers, the public and one another must reflect the highest standards of honesty, integrity and fairness.

Strict adherence by each CSC employee to this Code and to the Standards of Conduct set forth on the following pages is essential to the continued vitality of CSC.  Therefore, compliance with and effective enforcement of the Code of Standards is a key responsibility of CSC management and will be addressed as an element of each employee’s regular evaluation.

Failure to comply with the Code or Standards will result in appropriate disciplinary action, which may include termination of employment, reimbursement to CSC for any resulting losses or damages, and referral for civil or criminal prosecution.  Principles of fairness will apply  An employee will be provided an opportunity to explain his or her actions.

Standards of Conduct

Conflict of Interest

Each CSC employee must be careful to avoid situations that might involve a conflict of interest or appear questionable to others.  In general, there are two major areas of concern:

Participating in activities that conflict or appear to conflict with CSC responsibilities, and

Giving or receiving anything that might influence the recipient or cause another person to believe that the recipient may be influenced – this includes offering or accepting bribes, kickbacks, illegal payments, or gratuities.

You must avoid any actions that may appear to involve a conflict of interest with your CSC activities.  These include any business, financial or other relationships with suppliers, customers or competitors by you, your close family, or your close associates outside of CSC.  Questionable activities include serving on the board of directors of a competing or supplier company, significant ownership in a competing or supplier company, consulting with or working for a competing or supplier company, and participating in any outside business during CSC business hours.

Employees must observe CSC ethical standards, as well as U.S. laws and regulations when providing or accepting meals, entertainment or gifts to or from people in business situations.  CSC’s policy does not permit payment or reimbursement for transportation expenses of non-CSC employees.

Commercial Business – It is permissible for CSC or its employees to pay for meals, refreshments, and other ordinary or necessary expenses relating to company business with commercial entities.  However, employees should use good judgment, observe all civil and criminal laws, and follow guidelines that apply to recipients.

U.S. Government Business – Rules of conduct with respect to U.S. Government officials are extremely strict and well defined in law, government regulations, and CSC policy.  In general, CSC and its employees will not provide meals, entertainment, gifts or anything else of value to U.S. Government employees; nor may any CSC employee or representative discuss employment opportunities with government employees without the prior approval of CSC’s General Counsel.  Further, CSC employees shall not make any attempt to influence any government employee or member of Congress with regard to the award of a federal contract for which a specific solicitation has been issued, other than through the standard preparation, submission, and discussion of CSC cost and technical proposals in conformance with procurement regulations.

CSC employees with direct procurement-related responsibilities may not accept any meals, transportation, refreshments, entertainment, gifts or anything else of value from suppliers or their personnel or representatives.  Other CSC employees may accept modest meals, transportation, refreshments, entertainment or gifts but must not accept anything that might be considered excessive or intended to influence the employee.

Protection of Company and Customer Property

You have an obligation to protect all company and customer data, property and funds under your control against loss, theft and misuse.

This includes the proprietary information belonging to CSC and its customers that you have access to in the course of your work.  You must not make any of this information available to unauthorized personnel. 

Security procedures have been established to protect U.S. Government classified information and many types of unclassified technical information.  If you handle such data, the law requires that you know these procedures and strictly adhere to them at all times.

As an employee you must use CSC and customer funds, property and data only for their proper and intended purposes.  No use of such property or data may be made after termination of employment with CSC.  You must also make every effort to prevent the misuse of these assets by any other person.  Improper use includes selling, loaning or giving away company or customer property and modifying, destroying or disclosing customer or CSC data.  Use of customer or company property for personal or non-business purposes is considered to be improper conduct and is in violation of this Code.

Solicitation, Receipt and Use of Proprietary or Source Selection Information

No CSC employee or representative may solicit, obtain or utilize Source Selection information relating to a government procurement.  In addition to materials so marked by the government, Source Selection information includes bid prices and proposed costs or prices submitted in response to a solicitation, source selection plans, technical evaluation plans, technical evaluations of competing proposals, cost or price evaluations of competing proposals, competitive range determinations, ranking of competitors, reports and evaluations of source selection boards, and government agency planning, programming, and budgeting system information.  Similarly, no CSC employee or representative may solicit, receive, or utilize any other company’s proprietary material other than as authorized by that company.

Data, Records and Reports

You are responsible for preparing all CSC business documents as completely, honestly and accurately as possible.  These records include time cards, expense reports, accounting records, test and progress reports, cost estimates, contract proposals, and presentations to client, the public or CSC management, and any representation, either written or oral, made by any CSC employee or representative in the conduct of CSC business shall be factual, fully substantiated, and verifiable.

It is essential to maintain accurate timekeeping and expense records, making sure that you:

· Record and allocate charges for time, materials and other business-related expenses to the proper charge number.

· Submit complete, accurate and current cost or pricing data in U.S. Government contract proposals, as required by the Truth in Negotiations Act.

· Check all invoices and payments to customers, consultants and suppliers to confirm the accuracy of information relating to products, services, prices and terms of sale.

Providing a Proper and Professional Work Environment

Use fairness, honesty and regard for the law in all your business relationships with CSC shareholders, customers, suppliers, employees, and applicants, as well as with local, national and international communities and governments.

Engage in Human Resources management practices including, but not limited to, recruitment, selection, job assignment, transfer, promotion/demotion, layoff, return from layoff, discipline including termination, training, education, tuition, social and recreational programs, compensation and benefits without regard to race, color, religious creed, national origin, citizenship, marital status, sex, being over age 40, handicap, and U.S. veteran status.

As a supervisor or manager, you must understand and abide by the laws and regulations that limit the work that can be done by former U.S. Government civilian employees and military personnel now working at CSC.  If you are a former U.S. Government employee or member of the armed forces, you also must be aware of and adhere to these laws and regulations.

You must not permit harassment of CSC employees for any reason by other employees, vendors, clients or anyone else with whom our employees come into contact in the course of their CSC business activities.

Because the unauthorized possession, use, purchase, sale or distribution of controlled substances is both illegal and counterproductive to our business interest, CSC will not tolerate any of these actions, nor any alcohol abuse, either during the workday or anytime while conducting company business.  CSC encourages any employee with such a problem to use our Employee Assistance Program (telephone 1.800.888.CARE), on a strictly confidential basis.

Communications Between You and CSC

Each employee is responsible for obtaining the information necessary to follow directives in this ethics and conduct document, and for reporting to CSC management any observed deviations from policies.

Many of the standards discussed in this document reference U.S. Government legislation and regulations, as well as CSC policies.  These referenced materials are available to you through your local management.  If you are unsuccessful in getting the information you need to properly do you job from local sources, you should contact the Human Resources organization for your division or the corporation.

CSC fosters a free interchange between employees and all levels of management through its Open Door Policy.  While we encourage you to contact your immediate supervisor to report or resolve a problem, you are free to contact higher levels of management if you feel they can better assist you.

If you have a reason to believe that a violation of these standards of conduct or any other company procedures has occurred or is likely to occur, it your obligation to contact at least one of the following persons or groups:

· Your supervisor,

· Your department or function head,

· Your (or a higher level) Human Resources organization, or

· The CSC OpenLine 800.822.5527.

The company will not disclose your identity without your permission unless disclosure is unavoidable during an investigation.  In no event will adverse action be taken against a CSC employee because he or she has reported a suspected impropriety.  These reports will be treated in confidence to the maximum extent consistent with the fair and rigorous enforcement of the Code of Ethics and Standards of Conduct.

Computer Sciences Corporation

2100 East Grand Avenue

El Segundo, California 90245

310.615.0311

Copyright © 1995 Computer Sciences Corporation

All rights reserved.














Attachment G
Bilateral Non-Disclosure Agreement

ATTACHMENT G  -  bi-lateral non-disclosure agreement

THIS AGREEMENT is made effective as of _____, 19, _____, between Computer Sciences Raytheon, having an office at 1275 South Patrick Drive, Suite A, Satellite Beach, Florida 32937 (hereinafter referred to as “CSR”) and _____ (hereinafter referred to as the “COMPANY”) having its principal place of business at _____, to assure the mutual protection and preservation of confidential and/or proprietary information, documents, data, and other material, including the technical ideas and concepts, samples, sketches, whether presented in oral or written form and identified as Proprietary or Confidential to be disclosed by either party to the other in connection with _____ (hereinafter referred to as the “PROGRAM”).

WHEREAS, the parties hereto desire to assure and hold in confidence the information furnished by either party to the other party relative to the PROGRAM.

NOW THEREFORE, in consideration of the aforementioned information disclosures, the parties hereto agree as follows:

1.
All information disclosed by either company to the other shall be deemed to be “Proprietary Information” provided that written information is clearly marked in a conspicuous place as Proprietary Information, and verbal information is confirmed in writing as Proprietary Information no later than ten (10) working days after such disclosure.  Such information is for the purposed of facilitation of work on the PROGRAM only and shall be kept in confidence by the receiving party.  Furthermore, such information, data, documents, or other material shall not be used for any other purpose by the receiving party without the prior written consent of the disclosing party, and then only on a “need to know” basis.

2.
Proprietary Information which is appropriately labeled as Proprietary at the time of its first disclosure, shall be held in confidence by the receiving party with the same degree of care that is used to protect its own Proprietary Information; provided, however, that this obligation shall not apply to information that:


a.
Is or becomes publicly available, other than through the fault or negligence of the receiving party; or


b.
Was known to the receiving party, without restriction, at the time of receipt; or


c.
Is used or disclosed five (5) years from receipt of the Proprietary Information; or


d.
Is rightfully and lawfully obtained by the receiving party from a third party which has an unrestricted right to disclose the Proprietary Information; or


e.
Is released, in writing, without restriction by the disclosing party to any third party; or


f.
Is disclosed pursuant to judicial action or Government regulations or direction, and the receiving company has notified the disclosing party thirty (30) days prior to such disclosure and has exercised reasonable effort to legally avoid such disclosure; or


g.
Is or becomes known to the receiving party independent of the Proprietary Information furnished by the disclosing party and evidenced in writing; or


h.
Is independently developed by the receiving party, provided that the person or persons developing same had no access to the same information as furnished hereunder and provided that the receiving party is able to document the basis for its claim of independent development

3.
If any portion of the disclosing party’s Proprietary Information falls within any one of the above exceptions, the remainder shall continue to be subject to the prohibitions and restrictions contained herein.

4.
NO COPIES WHATSOEVER of Proprietary Information shall be made except with the prior written consent of the disclosing party.  All information disclosed to the receiving party hereunder is, and shall remain, the sole property of the disclosing party.  The disclosing party makes no warranty as to the accuracy of the information disclose.

5.
The receiving party shall not disclose to any third party Proprietary Information disclosed by the disclosing party or offer for sale oranufacture or otherwise disclose to any third party devices (or related information) utilizing any of the Proprietary Information unless otherwise permitted in writing by the disclosing party.

6.
In compliance with U.S. Department of State International Traffic in Arms Regulations and U.S. Department of Commerce Export Administration Regulations as they currently exist and as they from time to time are amended, and notwithstanding any other provision hereof, the receiving party, with respect to information hereunder, shall not attempt to, nor knowingly export or re-export to any country prohibited from obtaining such data, either directly or indirectly through affiliates, licensees or subsidiaries, and U.S. source technical data acquired from the disclosing party, any products utilizing such data, or any hereto, to any countries outside the United States which export may be in violation of the United States Export Laws or Regulations.  Nothing in this clause relieves the receiving party from any obligation stated elsewhere in this Agreement not to disclose such data.

7.
Proprietary Information shall be made available only to those employees of the receiving party who have a reasonable need for such information.  The receiving party shall not disclose such information to any person (including employees) who are not U.S. citizens or otherwise export (as that term is defined by U.S. Export Laws or Regulation) the information without first acquiring the necessary government licenses and approvals.

8.
This Agreement contains the entire understanding between the parties, superseding all prior or contemporaneous communication, agreements, and understandings between the parties with respect to the exchange and protection of Proprietary Information.  This Agreement may not be modified in any manner except by written amendment executed by each of the parties hereto.

9.
This Agreement shall be governed by the laws of the State of Florida and there are no understandings, agreements or representations, expressed or implied, not specified herein.  The Agreement shall not be amended, except in writing.

10.
Neither the execution of this Agreement nor the furnishing of any Proprietary Information by the disclosing party shall be construed as granting expressly, by implication, estoppel or otherwise, any licenses, trademarks, copyrights, inventions, or patents now or hereafter owned or controlled by the disclosing party, or any other rights, nor shall the transmission of such Proprietary Information by the disclosing party constitute a representation, warranty, assurance, guaranty or inducement by the disclosing party to the receiving party with respect to infringement of the rights of any third party.

11.
The receiving party fully acknowledges the highly proprietary nature of the PROGRAM and its extreme market sensitivity, hence the receiving party shall strictly comply with the terms of this Agreement.  The receiving party further acknowledges that all Proprietary Information received under this Agreement shall be only for the purpose of supporting the PROGRAM.

12.
Neither the execution of this Agreement nor the furnishing of any Proprietary Information by the disclosing party shall be construed as granting expressly, by implication, estoppel or otherwise, as an obligation to enter into a subsequent contract or to result in any claim whatsoever by one party against the other party reimbursement of costs for any effort expended hereunder.

13.
Upon termination or expiration of this Agreement, the receiving company shall cease using the Proprietary Information, and shall destroy all such information, including authorized copies thereof, and furnish the disclosing party with written certification of destruction except that one copy of such information may be retained by the General Counsel in a separate and secure file for record purposes only.  Alternatively, at the disclosing party’s request, the receiving party shall promptly return all such Proprietary Information and copies thereof to the disclosing party.

14.
For the purposes of all communication and transmittals of Proprietary Information under this Agreement, the respective authorized representatives of the disclosing party and the receiving party, subject to change upon written notice, are:

________________________________________
__________________________________________

Computer Sciences Raytheon



COMPANY

1275 South Patrick Drive, Suite A

Satellite Beach, Florida 32937

Copy to: _________________________________
Copy to: __________________________________

15.
This Agreement shall terminate one year from the date hereof unless extended by a written amendment signed by both parties; but the Agreement may be terminated prior to the expiration of the one year term, as to receipt of additional information, by either party upon thirty (30) days written notice.  Paragraph 1 and 2 shall survive any such early termination.

Computer Sciences Raytheon



COMPANY

Name 
_________________________________
Name 
________________________________

Title
_________________________________
Title
________________________________

Date
_________________________________
Date
________________________________
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